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OpenText Data Protector version  
comparison chart
Discover new features and benefits that have been 
introduced to keep your data safe
OpenText™ Data Protector delivers secure, compliant backups of all company data from a single management point.  
Fast restoration ensures operations quickly return to normal after disruptions, minimizing revenue loss and  
maintaining reputation.

The below table shows the features that have been added in the past several years since Data Protector 9.x.  
This includes the newer Data Protector for Cloud Workloads (DP4CW).

Product features Feature benefits DP4CW* Data Protector

6.x 24.x 23.x/11.x 10.x 9.x

Modern  
workloads backup

Ability to back up most modern and  
new-age technologies.

Microsoft 365®  
Exchange® Online

Protect Exchange Online mailboxes. 
Exporting to PST files is also supported.

Microsoft 365® 
SharePoint® Online Protect SharePoint sites, lists, and more.

Microsoft 365® OneDrive®  
for Business

Protect files stored on and shared  
via OneDrive.

Microsoft Teams® Protect business-critical conversations 
that happen over Teams.

Container backup, 
including Kubernetes®, 
OpenShift®, Proxmox®

Protect various widely deployed  
container platforms.

Hypervisor backup, 
including KVM®, RHEV®, 
Nutanix®, Oracle® VM, 
Citrix®, Nutanix®

Protect various non-mainstream niche  
and upcoming hypervisor platforms.

Cloud backup targets, 
including Google Cloud™, 
Alibaba® Cloud

Store back-up data in cloud targets.

Back-up cloud platform 
workload—Azure®

Back up workloads running on Microsoft 
Azure Platform.
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6.x 24.x 23.x/11.x 10.x 9.x

Back-up cloud platform 
workload—GCP™

Back up workloads running on Google 
Cloud Platform.

Back-up cloud  
platform workload—
Amazon® EC2

Back up workloads running on the Amazon 
EC2 platform.

Role based access 
control (RBAC) Segregate access based on user roles.

Increased password 
security with SAP  
HANA® integration

Avoid plain passwords to be shown/used. 24.3

Enhanced WebRoot® 
malware integration

Get easier insight into malware status  
for admins. 24.3

Support for clean  
room environments

Get high protection from ransomware with 
SafeZone Recovery. 24.3

Integration  
with WebRoot®  
endpoint protection

Keep critical systems, intellectual 
property, customer data, employees,  
and guests safe from ransomware, 
phishing, malware, zero-day threats,  
and other cyberattacks.

24.2

Microsoft® SQL Server® 
support for OpenText™ 
Documentum™ integration

Documentum using SQL Server  
now supported. 24.2

New Web UI monitoring 
and session views

Easy admin access to monitoring and 
session views. 24.2

Disk selection for 
VMWare® vDisk backup

Admins have more choices when restoring 
VMWare VMs. 24.2

Additional  
Magellan™ reports More BI insights for admins. 24.2

Backup anomaly 
detection

Use AI to detect unusual activities that 
might be indications of cyberthreats. 24.1

Multi-factor-
authentication (MFA)

Increases access security by supporting 
modern MFA methods. 24.1

Web GUI restore for  
SAP HANA® Easier one-place admin tasks. 24.1

Additional Magellan™ 
reports More BI insights for admins. 24.1
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6.x 24.x 23.x/11.x 10.x 9.x

OpenText™ Documentum™ 
integration

Powerful backup and recovery for the 
widely used Documentum content 
management system.

24.1

Improved Weg  
UI navigation Easier to use admin interface. 24.1

New granular recovery 
workflow for VMWare® 
and Hyper-V®

Faster and easier data recovery for 
VMWare and Hyper-V. 23.4

Client tagging, including 
tag filters

For a better overview and manageability 
of clients. 23.4

OpenText™ Magellan™ 
reporting Powerful BI reporting for Data Protector. 23.4

Improvements to  
object copy

Copy management of data coming in  
from DP4CW. 23.4

Improved  
deduplication Better manageability of deduplication. 23.4

NVMe support for 
VMWare® and Linux 
sparse file support

Enhanced integration with VMWare  
and Linux. 23.4

Session view in  
Web UI Easier administration. 23.3

OpenLDAP and Novell® 
eDirectory support

Easy integration with LDAP and Novell 
(NetIQ) eDirectory. 23.3

Improved deduplication 
utilities More admin control over deduplication. 23.3

Enhanced software-
based deduplication

Support for large-scale targets with 250+ 
TB of data.

SAP HANA® backup  
in DP GUI Now back up SAP HANA with DP GUI.

MongoDB® Using the new Unified Agent Model, 
protect your MongoDB deployments.

New security model Revamped security model meeting 
common criteria standards.

LDAP support  
and enhanced  
user management

Use a single source of user  
repository, allowing you to avoid local  
user management.
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6.x 24.x 23.x/11.x 10.x 9.x

ITOM Operations 
Orchestration content 
pack and BVD

Easily integrate with Orchestration and 
BVD solutions to know and act on your 
enterprise data protection.

Support for HPE® RMC 
4.x, Nimble®, SimpliVity, 
Primera, Cloud Volumes

Adds support for newer storage 
technologies from HPE.

NetApp® Cluster and 
SnapMirror support, 
3-Way NDMP for  
NetApp and EMC®

Adds support for newer storage 
technologies from NetApp and EMC.

Support for latest 
SharePoint®, Exchange®, 
Oracle®, SAP HANA®

Protect on-premises enterprise 
applications, such as Exchange, 
SharePoint, Oracle, SAP, etc.

Support for major 
hypervisors—VMware®, 
Microsoft® Hyper-V®,  KVM

Protect mainstream virtualization 
platforms VMware, Hyper-V, and KVM.

Block-based  
backup

Improves backup and restore performance 
of very large datasets.

Updated GUI  
and dashboard

Improves ease of management and  
user experience.

Extended backup to  
the cloud: AWS® S3, 
Azure® Blob Storage, 
Scality®, CEPH

Provides the ability to store back-up data 
in cloud targets.

Secure REST APIs Provides the ability to write your  
own custom REST API-based scripts  
to automate and monitor repetitive tasks.

Integrated reporting Includes basic reports that help  
assess and monitor daily backup/ 
restore activities.

Advanced integrations 
for HPE® StoreOnce 
Catalyst/3PAR Remote 
Copy/StoreOnce RMC/
LTO-9 libraries, NetApp® 
ZDB, VMware®

Integrates at an API level into third-party 
backup sources and targets to expose 
platform-specific capabilities via the UI.

Advanced reporting  
and analytics

Provides advanced reporting  
capabilities including RPO/RTO,  
Capacity projections, etc.
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6.x 24.x 23.x/11.x 10.x 9.x

SmartCache The SmartCache is a backup to disk 
device that enables non-staged  
recovery from VMware backups.

SAP HANA® 2.0  
Backint Support

Allows for the backup and restore of SAP 
HANA data from SAP Console.

Advanced integrations: 
EMC® Data Domain— 
ZDB for HPE® 3PAR

Enables zero downtime back up/instant 
recovery for Data Domain and  
3PAR devices.

* DP4CW is Data Protector for Cloud Workloads

• Support for older application versions and platforms gets dropped as their respective manufacturer lifecycle ends, 
progressively in the newer DP releases.

• DP4CW integrates best with DP 24.x, 23.x, and 11.x. You can use the enterprise connector to store all backed-up data 
from DP4CW on your existing DP 24.x, 23.x, and DP 11.x back-up target devices.

Learn more about Data Protector and Data Protector for Cloud Workloads

• Data Protector web page ›

• Data Protector free trial ›     

• Data Protector for Cloud Workloads web page ›

• Data Protector for Cloud Workloads free trial ›

https://www.opentext.com/products/data-protector
https://www.microfocus.com/en-us/products/data-protector-backup-recovery-software/free-trial
https://www.opentext.com/products/data-protector-for-cloud-workloads
https://www.microfocus.com/en-us/products/data-protector-for-cloud-workloads/free-trial

