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Purpose
This guide provides:

+ Planning and implementation instructions.
+ Service overviews.

+ Links to detailed information in other service-specific guides.
Audience

This guide is designed to help network administrators.

+ Understand Open Enterprise Server services prior to installing them.
+ Make pre-installation planning decisions.
+ Understand installation options for each platform.

+ Implement the services after they are installed.

Feedback

We want to hear your comments and suggestions about this manual and the other documentation
included with OES 24.4. Please use the conment on thi s topic feature at the bottom of each
page on the online documentation.

Additional Documentation

Additional documentation is found on the OES 24.4 Documentation Web site.

Documentation Conventions

In this documentation, a greater-than symbol (>) is used to separate actions within a step and items
within a cross-reference path.

About This Guide


https://www.microfocus.com/documentation/open-enterprise-server/24.4/
https://www.microfocus.com/documentation/open-enterprise-server/24.4/

Welcome to Open Enterprise Server 24.4

OpenText Open Enterprise Server delivers all the enterprise-class networking, file, and print services
that enterprises have relied on for years. OES provides valuable benefits including power savings,
virtualization, manageability, and interoperability.

OES provides several new features that reduce administrative complexities and provide access to file
and storage services regardless of eDirectory as an identity source. For information about the new
features, see What’s New in the Release Notes.

The support for the add-on install is deprecated and OES is installed only through integrated install
media. For more information on OES integrated install procedure, see OES: Installation and Upgrade
Guide.

Welcome to Open Enterprise Server 24.4 13
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2.1

2.1.1

Planning Your OES Implementation

As you plan which OES services to install, you probably have a number of questions. The following
sections are designed to help answer your questions and alert you to the steps you should follow for
a successful OES implementation.

¢ Section 2.1, “Plan for eDirectory,” on page 15

*

Section 2.2, “Identify a Purpose for Each Server,” on page 16

*

Section 2.3, “Understand Server Requirements,” on page 16

*

Section 2.4, “Understand User Restrictions and Linux User Management,” on page 16

*

Section 2.5, “Understand Your Installation Options,” on page 17

Plan for eDirectory

eDirectory is the heart of OES network services and security.

¢ Section 2.1.1, “Installing Into a New Tree,” on page 15

¢ Section 2.1.2, “Installing Into an Existing Tree,” on page 16

Installing Into a New Tree

If you are creating a new eDirectory tree on your network, you must do some additional planning
before you install the first server into the tree. The first server is important for two reasons:

+ You create the basic eDirectory tree structure during the first installation.

+ The first server permanently hosts the Certificate Authority for your organization.
To ensure that your eDirectory tree meets your needs, take time to plan the following:

+ Structure of the eDirectory tree: A well-designed tree provides containers for servers, users,
printers, etc. It is also optimized for efficient data transfer between geographically dispersed
locations. For more information, see “Designing Your NetlQ eDirectory Network” in the Net/Q
eDirectory Administration Guide.

+ Time synchronization: eDirectory requires that all servers, be time synchronized. For more
information, see Chapter 10.3, “Time Services,” on page 80.

+ Partitions and replicas: eDirectory allows the tree to be partitioned for scalability. Replicas
(copies) of the partitions provide fault tolerance within the tree. The first three servers installed
into an eDirectory tree automatically receive replicas of the tree’s root partition. You might
want to create additional partitions and replicas. For more information, see “Managing
Partitions and Replicas” in the Net/Q eDirectory Administration Guide.

For information on these and other eDirectory planning tasks, see the Net/Q eDirectory
Administration Guide.
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2.2

2.3

2.4

Installing Into an Existing Tree

When installing into an existing tree, make sure you observe the following best practices whenever
possible:

+ Use Existing eDirectory Objects: Whenever possible, existing eDirectory objects, organizational
units, users, groups, password policies, etc. should be used during the installation.

If new contexts or users are needed, it is best to create these prior to the installation.

+ Synchronize Replicas Before and After: Ensure that all eDirectory partitions affected by the
installation are synchronized before you begin and after you finish the installation.

Also, before installing into an existing tree, be sure you understand the information in
Section 12.2.3, “eDirectory Coexistence and Migration,” on page 127.

Identify a Purpose for Each Server

Large networks usually have one or more servers dedicated to providing a single network service.
For example, one or more servers might be designated to provide file services to network users
while other servers provide iPrint printing services for the same users.

For smaller organizations, it is often not practical or cost effective to dedicate servers to providing a
single service. For example, the same server might provide both file and print services to network
users.

Prior to installing a new server on your network, you should identify the service or services that it
will provide and see how it will integrate into your overall network service infrastructure.

Understand Server Requirements

OES has specific hardware and software requirements.

Prior to installing OES, make sure your server machine and network environment meet the
requirements outlined in the following sections:

+ OES 24.4 Server (Physical): “Preparing to Install OES” in the Installation Guide.
+ OES 24.4 Server (Virtual): “System Requirements” in the Installation Guide.

Understand User Restrictions and Linux User
Management
If you plan to use Linux User Management, be sure you understand the security implications before

you accept the default PAM-enabled service settings. The implications are explained in
Section 19.2.2, “User Restrictions: Some OES Limitations,” on page 203.
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2.5

2.5.1

Understand Your Installation Options

Before installing OES, you should be aware of the information in the following sections:

+ Section 2.5.1, “OES Installation Overview,” on page 17
¢ Section 2.5.2, “About Your Installation Options,” on page 18
+ Section 2.5.3, “Use Predefined Server Types (Patterns) When Possible,” on page 19

OES Installation Overview

The software and network preparation processes required to install OES are outlined in Figure 2-1.

NOTE: Chapter 3, “Getting and Preparing OES Software,” on page 21 contains instructions for
obtaining the I1SO image files referred to in the following illustration.

Planning Your OES Implementation
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2.5.2

Figure 2-1 OES Install Preparation
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For detailed instructions, see “Setting Up a Network Installation Source” in the Installation Guide.

For information about preparing the tree, see “OES eDirectory Rights Needed for Installing OES” and

“Preparing eDirectory for OES” in the Installation Guide.

About Your Installation Options

As illustrated in the previous section, OES lets you install from either physical media or from files on

the network.

+ “OES 24.4 Options” on page 19

+ “Virtual Machine Installation Options” on page 19
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2.5.3

OES 24.4 Options

OES includes numerous installation options as documented in the Installation Guide.

+ OES Install Media: You can install OES from a single 1ISO or DVD obtained from a OpenText
Authorized Reseller or created from a downloaded ISO image file.
See “Preparing Physical Media for a New Server Installation” in the Installation Guide.

+ DVD Install: You can install OES by using a DVD obtained from a OpenText Authorized Reseller
or created from downloaded I1SO image files.

See “Preparing Physical Media for a New Server Installation” in the Installation Guide.

+ Network Install: You can install from the network by using the NFS, FTP, or HTTP protocol.
See “Setting Up a Network Installation Source” in the Installation Guide.

+ Automated Install: You can install from the network by using an AutoYaST file.

This lets you install without providing input during the installation process. It is especially useful
for installing multiple servers with similar configurations.

See “Using AutoYaST to Install and Configure Multiple OES Servers” in the Installation Guide.

Virtual Machine Installation Options

Virtual machine installations offer additional options. For more information, see “Installing OES on a
VM” in the Installation Guide.

Use Predefined Server Types (Patterns) When Possible

OES includes predefined server installation options that install only the components required to
provide a specific set of network services. These server types are called patterns.

For example, if you want to install an OES server that provides enterprise level print services, you
should select the OES iPrint pattern during the installation.

You should always choose a predefined server type if one fits the intended purpose of your server. If
not, you can choose to install a customized OES server with only the service components you need.

More information about server patterns is available in “OES Services Pattern Descriptions” in the
Installation Guide.
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3.1

3.2

Getting and Preparing OES Software

This section contains instructions for getting and preparing Open Enterprise Server software and
discusses the following topics:

+ Section 3.1, “64-Bit Only,” on page 21

+ Section 3.2, “Do You Want to Purchase OES or Evaluate It?,” on page 21
+ Section 3.3, “Evaluating OES Software,” on page 22

+ Section 3.4, “Downloading and Preparing OES Software,” on page 23

+ Section 3.5, “Licensing,” on page 24

If you have not already done so, we recommend that you review the information in Section 2.5,
“Understand Your Installation Options,” on page 17.

64-Bit Only

Compatibility is the first thing to consider as you start planning which software to download and
install.

OES is a set of services available in 64-bit only.

Do You Want to Purchase OES or Evaluate It?

If you want to evaluate OES prior to purchasing it, skip to the next section, Evaluating OES Software.

If you have decided to purchase OES, visit the OpenText Product Inquiry page (https://
www.microfocus.com/en-us/products/open-enterprise-server/contact).

When you purchase OES, you receive an activation code. This code is required for registering an OES
system in the Customer Center. After it is registered, your server can receive online updates,
including the latest support pack.

As part of the purchase process, it is important that you understand the OES licensing model. For a
brief description, see Section 3.5, “Licensing,” on page 24.

After completing your purchase, the installation process goes more smoothly if you understand your
installation options. If you haven’t already done so, be sure to review the information in Section 2.5,
“Understand Your Installation Options,” on page 17 and then skip to Chapter 4, “Installing OES,” on
page 25.
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3.3.1
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3.3.2

3.3.3

Evaluating OES Software

This section walks you through the OES software evaluation process and discusses the following
topics:

+ Section 3.3.1, “Understanding OES Software Evaluation Basics,” on page 22

+ Section 3.3.2, “Evaluating OES,” on page 22

+ Section 3.3.3, “Installing OES for Evaluation Purposes,” on page 22

Understanding OES Software Evaluation Basics

You can evaluate the full OES product. The evaluation software is the complete, fully functional OES
product.

As you install each server, you are required to accept an end user license agreement (EULA). Your
rights to evaluate and use the OES product are limited to the rights set forth in the EULA.

Briefly, the evaluation period for OES servers is 60 days. To receive software updates during this
time, you must have or create an account with the Customer Center, receive evaluation code for OES
while downloading the software, and use this code to register your server. No software updates can
be downloaded after the 60-day evaluation period expires until you purchase the product.

Evaluating OES

During the evaluation period, we recommend that you fully explore the many services available in
OES.

If you have decided to purchase OES, visit the OpenText Product Inquiry page (https://
www.microfocus.com/en-us/products/open-enterprise-server/contact).

Installing OES for Evaluation Purposes

After completing the instructions in Section 3.4.1, “Downloading OES Software from the OpenText
Web Site,” on page 23, you will have an activation/evaluation code for OES. As you install OES, you
should register with the Customer Center and use this code to enable your server for online updates
from the OES patch channels.

IMPORTANT: Always download the current patches during an installation.

Instructions for using the activation codes during an installation are found in “Specifying Customer
Center Configuration Settings” in the Installation Guide.

The evaluation period begins when the codes are issued. Use the same activation codes for each OES
server you install during the evaluation period.
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3.4

3.4.1

Downloading and Preparing OES Software

+ Section 3.4.1, “Downloading OES Software from the OpenText Web Site,” on page 23
+ Section 3.4.2, “Preparing the Installation Media,” on page 24

+ Section 3.4.3, “Installing Purchased Activation Codes after the Evaluation Period Expires,” on
page 24

Downloading OES Software from the OpenText Web Site

If you already have OES ISO image files, skip to Section 3.4.2, “Preparing the Installation Media,” on
page 24.

If you have OES product media, skip to Section 3.3.3, “Installing OES for Evaluation Purposes,” on
page 22.

To download ISO image files from the Web:
1 Login to Software Licenses and Downloads (SLD) website or if you don’t have a OpenText
account, create an account.
2 Click Search Account and select your account.

3 Click Downloads and select the product as Open Enterprise Server 24.4, product name
depending on your license type and version as 24.4.

4 In the Description column, mouseover Reference Material and click Readme to view the . i so
name and the new features in the release.

5 In the Action column, mouseover More Details to view the . i SO name and checksum value.
6 In the Action column, click Download to download the . i so file.
7 If you have purchased OES previously and received your OES activation codes, skip to Step 9.

Otherwise, in the Evaluating Open Enterprise Server 24.4 section, click the Get Activation Codes
link in the Open Enterprise Server 24.4 paragraph.

60-day evaluation codes are sent in separate e-mail messages to the e-mail address associated
with your OpenText account.

8 Access your e-mail account and print the messages or write down the activation codes.
OES code is required for product registration and downloading software updates.

9 Verify the integrity of each downloaded file by running an MD5-based checksum utility on it and
comparing the values against the value displayed in Step 5.

For example, on a Linux system you can enter the following command:
nd5sum fi | ename
where filename is the name of the . i so file you are verifying.

For a Windows system, you need to obtain a Windows-compatible MD5-based checksum utility
from the Web and follow its usage instructions.

10 (Optional) If you plan to install OES from files on your network, see the instructions in “Setting
Up a Network Installation Source” in the Installation Guide.
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3.4.2

3.4.3

3.5

3.5.1

3.5.2

Preparing the Installation Media

IMPORTANT: If you have downloaded . i so image files from the Web, it is critical that you verify the
integrity of each file as explained in Step 9 on page 23. Failure to verify file integrity can result in
failed installations, especially in errors that report missing files.

Instructions for preparing installation media are located in “Setting Up a Network Installation
Source” in the Installation Guide.

Installing Purchased Activation Codes after the Evaluation Period
Expires

After purchasing Open Enterprise Server, use the instructions in “Registering the Server in the
Customer Center Using the Command Line” in the Installation Guide to enter the purchased
activation codes that you received with your purchase. After logging in as r oot , complete the step
where you enter the activation codes, replacing the evaluation codes with the purchased codes.

Licensing

This section explains the following:

+ Section 3.5.1, “The OES Licensing Model,” on page 24
+ Section 3.5.2, “OES Doesn’t Support NLS,” on page 24

The OES Licensing Model

The only OES licensing restriction is the number of user connections allowed to use OES services on
your network. You are authorized to install as many OES servers as you need to provide OES services
to those users.

For example, if your OES license is for 100 user connections, you can install as many OES servers as
desired. Up to 100 users can then connect to and use the services provided by those OES servers.
When you install OES, you must accept an end user license agreement (EULA). Your rights to use the
OES product are limited to the rights set forth in the EULA.

For more information on OES licensing, see the following:
¢ EULA (https://www.microfocus.com/media/documentation/
micro_focus_end_user_license_agreement.pdf)

+ Additional License Authorizations (https://www.microfocus.com/media/documentation/
additional-license-authorization-for-collaboration-solutions-products-documentation.pdf)

OES Doesn’t Support NLS

Novell Licensing Services (NLS) are not available on OES, nor does an OES installation require a
license/key file pair (*. nl f and *. nf k). Therefore, in a mixed OES and NetWare eDirectory tree, at
least one NetWare server must hold a replica for each partition where there is a NetWare server
object.
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4.1

4.1.1

Installing OES

IMPORTANT: Before you install Open Enterprise Server, ensure to review the information in
Chapter 2, “Planning Your OES Implementation,” on page 15.

This section briefly covers the following:

+ Section 4.1, “Installing OES on Physical Servers,” on page 25
+ Section 4.2, “Installing OES Servers in a Xen VM,” on page 26
+ Section 4.3, “Installing OES Servers in a KVM Virtual Machine,” on page 26

Installing OES on Physical Servers

The OES installation leverages the SUSE Linux YaST graphical user interface.
To ensure a successful installation:

1. Read and follow all instructions in the Release Notes.

2. Carefully follow the instructions in the Installation Guide, especially those found in
+ “Preparing to Install OES”
¢ “Installing OES as a New Installation”

3. Make sure you always download the latest patches as part of the Customer Center configuration
during the install. This ensures the most stable configuration and installation process and
prevents some issues that are documented in the product Readme.

4. After updating the server, you are prompted for the root password.

This happens because the server reboots as part of the update process and the r oot password
is no longer in memory.

5. During the installation, you have the option to disable each service for later configuration.
However, we recommend that you configure all services at install time simply because the
process is more streamlined.

For more information on configuring services later, see “Installing or Configuring OES Services
on an Existing OES Server” in the Installation Guide.

What's Next

The various service sections in this guide contain information about completing your OES services
implementation. See the sections for the services you have installed, beginning with Chapter 9,
“Managing OES,” on page 69.
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4.2 Installing OES Servers in a Xen VM

Installing OES servers on a Xen virtual machine involves installing an OES or SUSE Linux Enterprise
Server (SLES) 15 SP4 VM host server, creating a VM, and then installing an OES server in the VM.

To get started with Xen virtualization in OES, see the following:

+ “Introduction to Xen Virtualization” in the Virtualization Guide.

+ “Installing OES on a VM” in the Installation Guide.

4.3 Installing OES Servers in a KVM Virtual Machine

Installing OES servers on a KVM virtual machine involves installing an OES or SUSE Linux Enterprise
Server (SLES) 15 SP4 VM host server, creating a VM, and then installing an OES server in the VM.

To get started with KVM virtualization in OES, see the following:

+ “Introduction to KVM Virtualization” in the Virtualization Guide.

+ “Installing OES on a VM” in the Installation Guide.
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5.1

Upgrading OES

Open Enterprise Server (OES) provides the option of updating an existing system to the new version
without completely reinstalling it. No new installation is needed. Existing data such as home
directories and system configuration is kept intact. During the life cycle of the product, you can apply

Service Packs to increase system security and correct software defects.

This section provides information and links for upgrading to Open Enterprise Server.

+ Section 5.1, “Supported Upgrade Paths,” on page 27

+ Section 5.2, “Planning for OES Upgrade,” on page 28

+ Section 5.3, “Meeting the Upgrade Requirements,” on page 28

Supported Upgrade Paths

Table 5-1 Supported Path for Upgrading OES

Source Version Destination

Upgrade Methods
Supported

Additional Information

OES 23.4,0ES 24.1,OES OES24.4
24.2,0r24.3

OES 24.3 OES24.4

OES 2023 with the latest OES 24.4
patch

OES 2018 SP3 (64-bit) OES 24.4
with the latest patch

Physical Media
AutoYaST

Channel Upgrade

Physical Media
AutoYaST
Physical Media

AutoYaST

Before upgrade, you must
register to NCC or SMT.

IMPORTANT: Source servers must have all patches applied from the appropriate SUSE Linux
Enterprise Server (SLES) and OES patch update repositories prior to an upgrade.

Other OES releases can be upgraded by installing the interim OES version. For example, to upgrade
from OES 2015 SP1 to OES 2023 or OES 23.4, you need to upgrade to OES 2018 SP3 first, and then
upgrade from OES 2018 SP3 to OES 2023 or OES 23.4.
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5.2

5.2.1

5.3

5.3.1

5.3.2

Planning for OES Upgrade

¢ Section 5.2.1, “Be Sure to Check the Release Notes,” on page 28

Be Sure to Check the Release Notes

The Release Notes documents issues that OpenText plans to address in a future release.

Meeting the Upgrade Requirements

Meet the following requirements before you upgrade and install any OES components:

+ Section 5.3.1, “Securing Current Data,” on page 28

+ Section 5.3.2, “Ensuring That There Is Adequate Storage Space on the Root Partition,” on
page 28

+ Section 5.3.3, “Preparing the Server You Are Upgrading,” on page 29

+ Section 5.3.4, “Checking the Server’s DNS Name,” on page 29

¢ Section 5.3.5, “Ensuring That the Server Has a Server Certificate,” on page 29
+ Section 5.3.6, “Changing the Mount Options Before an Upgrade,” on page 30
¢ Section 5.3.7, “Preparing an Installation Source,” on page 30

+ Section 5.3.8, “Synchronizing the OES Configuration Information before Starting an Upgrade,”
on page 30

Securing Current Data

Before upgrading, secure the current data on the server. For example, make a backup copy of the
data so that you can restore the data volumes later if needed.

Save your configuration files. Copy all configuration files to a separate medium, such as a removable
hard disk or USB stick, to secure the data. This primarily applies to files stored in/ et ¢ as well as
some of the directories and files in/ var and/ opt . You might also want to write the user data in/
home (the Home directories) to a backup medium. Back up this data as r oot . Only r oot has read
permission for all local files.

Ensuring That There Is Adequate Storage Space on the Root
Partition

Before starting your upgrade, make note of the root partition and space available.

If you suspect you are running short of disk space, secure your data before updating and repartition
your system. There is no general rule regarding how much space each partition should have. Space
requirements depend on your particular partitioning profile and the software selected.

The df - h command lists the device name of the root partition. In the following example, the root
partition to write down is / dev/ sda2 (mounted as/ ) with 5.8 GB available.
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5.3.5
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Preparing the Server You Are Upgrading

Ensure that the server meets the hardware requirements for OES. See Server Hardware in the
Installation Guide.

[tanium is not a supported platform for OES.

If the server is running supported source version mentioned in Section 5.1, “Supported Upgrade
Paths,” on page 27, complete the following steps before upgrading the server:

1 Run YaST > Software > Online Update to patch the OES source server to the latest patch level.
2 Ensure that the server and services are still running as desired.

3 Upgrade to OES 24.4 using the instructions in Upgrading OES section, then apply all patches and
verify services.

Checking the Server’s DNS Name

Ensure that DNS returns the correct static IP address when you ping the server's full DNS name. For
example,

pi ng nmyserver. exanpl e. com

Ensuring That the Server Has a Server Certificate

IMPORTANT: Most OES servers have either an eDirectory certificate or a third-party certificate
installed.

These instructions only apply when that is not the case.

Ensure that the server has a server certificate that has been generated and exported as a Common
Server certificate.

To check for or add a certificate:

1 Launch YaST.
2 Click Security and Users > CA Management.
3 If no certificate authorities (CAs) are listed, create one by clicking Create Root CA.
If a CAis listed, you can use it by selecting the CA and clicking Enter CA.
4 If you are using a listed CA, you must provide the CA password (generally the root password).

5 Click Certificates > Add.
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5.3.6

5.3.7

5.3.8

6 Fill out the forms required for a server certificate. After the last form is complete, a server
certificate is created and listed in the certificate list.

7 Select the certificate you just created.

8 Click the Export button, then select Export as Common Server Certificate.

Changing the Mount Options Before an Upgrade

Before starting the upgrade, ensure that the mount options for all the partitions are set to UUID.
If the mount options are incorrect, use the following procedure to select the applicable one:

1 Log on to the OES server with root privileges.
2 Inthe terminal, type yast 2 di sk.

3 In the Warning dialog box, click Yes
4

In the Expert Partitioner window, select a partition, such as root(/), then click Edit > Fstab
Options.

5 Under Fstab options:, click UUID > OK > Finish.

IMPORTANT: If you plan to clone your hard disks in the future, do not select Device ID r oot as

mount option. The cloning process will fail. For more information, see “New default in SLES/
SLED 10 SP1: mount "by Device ID”.

6 Repeat Step 4 and Step 5 on page 30 or all the Linux partitions (not for NSS partitions).
7 After you have changed the mount options, click Next.

8 In the Expert Petitioner: Summary dialog box, click Finish.

The mount options are successfully changed.

Preparing an Installation Source

Review and complete the instructions for Setting Up a Network Installation Source in the Installation

Guide. We recommend using the network installation option, especially if you are upgrading
multiple servers.

Synchronizing the OES Configuration Information before Starting

an Upgrade

+ Ensure that the LDAP servers configured for OES are up and running.

Each of these servers is represented through a file (named after its IP address) in / et ¢/
sysconfi g/ novel | /| dap_servers. There can also be a second file named after the DNS
name of the server.

When a server that has been used as an LDAP server for OES is retired these files are left behind

and must be removed.

+ The modifications that you make to an OES server using YaST are stored in the configuration

files at/ et ¢/ syconfi g/ novel | . These crucial configuration information is used to upgrade

an OES server.
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+ You can also modify an OES server outside of YaST, and those changes are stored as part of the
respective service configuration files. In this scenario, if you upgrade the OES server, your latest
changes will not be part of the upgrade or the upgrade might fail. This happens because your
latest changes are not captured as part of the configuration information at/ et ¢/ syconfi g/
novel | .

To synchronize the latest changes that you have done outside of YaST, use the upgrade check
script (/ opt / novel | / oes-instal | /util/oes_upgrade_check. pl ) thatis available with
the OES server. This script assumes that the respective OES service configuration file
information is the latest and updates this configuration information to the / et ¢/ sysconfi g/
novel | / servi ce_rel ease.

For example, if you have modified LUM outside of YaST, LUM configuration information is stored
in the LUM configuration file at / et ¢/ nam conf . When you run the

oes_upgrade_check. pl script, the upgrade script compares the LUM configuration
information at/ et ¢/ sysconfi g/ novel I /| um 0es2018 against/ et ¢/ nam conf . If there is
a mismatch, the LUM configuration information from / et ¢/ ham conf is synchronized with /
et c/ sysconfi g/ novel I /1 um 0es2018.

Syntax: . / oes_upgrade_check.pl <all | CES service nane>
OES service namesincludel um edir, cifs, iprint, dhcp, ncs, nss, anddsfw
Examples:

+ To synchronize all the individual OES service configuration information with / et ¢/
syconfi g/ novel | , execute the . / oes_upgr ade_check. pl all command.

+ To synchronize any particular OES service configuration information, for example LUM,
with / et ¢/ syconfi g/ novel |, execute the . / oes_upgrade_check. pl | um
command.
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6.1

6.2

Migrating Existing Servers and Data

This section briefly outlines the following migration topics:

+ Section 6.1, “Supported OES Migration Paths,” on page 33

+ Section 6.2, “Migration Tools and Purposes,” on page 33

Supported OES Migration Paths

For a complete list of Open Enterprise Server migration scenarios and paths, see “Migration
Scenarios” in the Migration Tool Administration Guide.

Migration Tools and Purposes

The OES Migration Tool lets you migrate and/or consolidate data and services from one or more OES
source servers to an OES target server. See “Source Platform Support for OES Services ” in the
Migration Tool Administration Guide.

You can also transfer a complete server identity, including its IP address, host name, eDirectory
identity, NICI keys, and certificates. For more information, see “Transfer ID ” in the Migration Tool
Administration Guide.
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1.1

Virtualization in OES

Open Enterprise Server runs as a VM guest on any virtual machine host server that is certified for
running SUSE Linux Enterprise Server 15 SP4 (SLES 15 SP4) as a paravirtualized guest. Because Xen
and KVM are distributed with SLES, they are mentioned more particularly in the OES documentation.

For a list of the VM host platforms that are certified for SLES, see “Supported VM Host Servers for
SLES VM Guests” in the SLES Virtualization Guide.

For information about installing and running OES services on virtual machines, see Installation
Guide.

¢ Section 7.1, “Graphical Overview of Virtualization in OES,” on page 35
+ Section 7.2, “Why Install OES Services on Your VM Host?,” on page 36
+ Section 7.3, “Services Supported on VM Hosts and Guests,” on page 37

¢ Section 7.4, “Xen VMs Need Ext2 for the System /Boot Volume,” on page 38

Graphical Overview of Virtualization in OES

Figure 7-1 illustrates how a single VM host server can support multiple VM guest servers that in turn
provide OES services.
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https://documentation.suse.com/sles/15-SP4/html/SLES-all/cha-virt-support.html#virt-support-hosts
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https://documentation.suse.com/sles/15-SP4/html/SLES-all/book-virtualization.html

Figure 7-1 Virtualization in OES
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7.2 Why Install OES Services on Your VM Host?

OpenText supports four OES services running on a Xen VM host server: Linux User Management,
Storage Management Services, Cluster Services, and iPrint.

Having these components installed on a Xen VM host server provides the following benefits:

+ Linux User Management (LUM): Lets you SSH into the server for management purposes by
using an eDirectory user account.
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1.3

This functionality requires that you
+ Enable SSH communications through any firewalls that are running on the server

+ Configure LUM to allow SSH as a LUM-enabled service